
Програма вебінарів 
до Дня безпечного інтернету

#ШахрайГудбай
#ДеньБезпечногоІнтернету2026

9 – 13 лютого 2026 року



9 лютого
Вебінар для учнів старшої школи, 

студентів та освітян
Реєстрація

Час: 14.00–15.00
Вебінар на тему: "Легкий заробіток: 
як не потрапити в пастку шахраїв".

Спікер: Тетяна Машлаковська, 
керівник напряму інформаційних 
кампаній Національного банку України

Учасники дізнаються про:
	▪ шахрайські пропозиції "легкого 

заробітку" в інтернеті;
	▪ ознаки фейкових вакансій 

та підробітків;
	▪ ризики втрати акаунтів 

і залучення до шахрайства 
від чужого імені;

	▪ як захистити свої акаунти 
в соціальних мережах 
та месенджерах;

	▪ практичні поради про те, 
як уберегтися від поширених 
схем платіжного шахрайства.

10 лютого
Вебінар для учнів старшої школи, 

студентів та освітян
Реєстрація

Час: 14.00–15.00
Виступ на тему: "Платіжне 
шахрайство: досліджуємо разом 
з Кіберполіцією".

Спікер: Олександр Ульяненков,
підполковник поліції, начальник 
відділу протидії різновидам онлайн-
шахрайств Департаменту кіберполіції 
Національної поліції України

Учасники дізнаються про:
	▪ правила безпеки в інтернеті;
	▪ останні тенденції у сфері 

платіжного шахрайства;
	▪ методи, які використовують 

шахраї у своїх;
	▪ схемах та як від них захиститися;
	▪ приклади роботи з попередження 

та виявлення платіжного 
шахрайства працівниками 
кіберполіції.

https://us02web.zoom.us/webinar/register/WN_LWV4llr0TDKSsLMV8vmlKQ
https://us02web.zoom.us/webinar/register/WN_zihN118KT76fQbLKBn6nDg


11 лютого
Вебінар для учнів старшої школи, 

студентів, та освітян
Реєстрація

Час: 14.00–15.00
Виступ на тему: "Інтернет-павутина: 
ризики, шахрайство та як не стати 
співучасником злочину"

Спікер від Кредобанку

Учасники дізнаються про:
	▪ інтернет і гроші: як безпечно 

користуватися банківськими 
картками та онлайн-платежами;

	▪ онлайн-покупки без ризику: 
як розпізнати фейкові магазини 
та оголошення;

	▪ небезпечні програми 
та застосунки: чому 
"безкоштовне" може коштувати 
дорого;

	▪ чат-боти та штучний інтелект: 
як можна використовувати і чому 
не варто їм довіряти;

	▪ фінансовий номер телефону: 
як його використовують шахраї;

	▪ соціальна інженерія: 
як зловмисники маніпулюють 
довірою в соцмережах 
і месенджерах.

12 лютого
Вебінар для учнів середньої, старшої 
школи, студентів, батьків та освітян

Реєстрація

Час: 14.00–15.00
Виступ на тему: "Як захистити свої 
гроші та дані в інтернеті". 

Спікер: Діана Білан, головна 
спеціалістка з FRAUD-менеджменту 
ПриватБанку

Учасники дізнаються про:
	▪ найпоширеніші схеми 

фінансового шахрайства: 
від "дзвінків із банку" до фішингу 
та фейкових виплат ООН;

	▪ головні правила безпеки 
платіжних карток: що можна 
і що категорично не можна 
розголошувати;

	▪ як убезпечити свій фінансовий 
номер телефону та чому важливо 
використовувати біометричний 
захист;

	▪ поради для безпечних онлайн-
покупок та що робити, якщо ви 
все ж стали жертвою шахраїв.

https://us02web.zoom.us/webinar/register/WN_pahg9vZ0TTmY6jEUAD-2ug
https://us02web.zoom.us/webinar/register/WN_a1u5Gd37QW-n-7sJssuxnQ


Як зареструватися?
Щоб зареєструватися, клікайте на слово "реєстрація" навпроти дати заходів 
у програмі. На кожен вебінар потрібно реєструватися окремо.

Також зареєструватися на захід можна 
скориставшися календарем на сайті 
Центру фінансових знань "Талан".

13 лютого
Вебінар для учнів старшої школи, 

студентів, та освітян
Реєстрація

Час: 14.00–15.00
Виступ на тему: "Як цифрові звички 
впливають на безпеку в інтернеті".
 
Спікер: Катерина Мащенко, експертка 
з кібербезпеки Райффайзен Банку

Учасники дізнаються про:
	▪ типові сценарії шахрайства 

від імені банків;
	▪ цифрові звички, які найчастіше 

створюють ризики в інтернеті;
	▪ що робити, якщо персональні 

або фінансові дані потрапили 
до шахраїв;

	▪ базові налаштування безпеки 
в соціальних мережах;

	▪ базові налаштування безпеки 
на особистих пристроях.

https://us02web.zoom.us/webinar/register/WN_I_TTC_JGQA20Mam-dqR0mA

